
SSH (Secure Shell)

● The SSH protocol is used for:
○ Secure Remote Management of Servers, Routers, other Networking Devices
○ Network File Copy: rsync, scp, sftp, winscp
○ Tunneling, SSH Port Forwarding

● sshd is the SSH server (daemon) and ssh or putty is the client

Installation: 
○ Ubuntu:  sudo apt update && sudo apt install openssh-server openssh-client
○ CentOS: sudo dnf install openssh-server openssh-clients
○ Checking its status: sudo systemctl status ssh

● Service Stop,  Restart, Start: sudo systemctl [start|restart|stop] ssh
● Enable, Disable auto booting: sudo systemctl [enable|disable] ssh

Server config file: /etc/ssh/sshd_config
Client Config file: /etc/ssh/ssh_config
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